
What is a Network? 

A network consists of two or more computers that are linked in order to share 

resources (such as printers and CDs), exchange files, or allow electronic 

communications. The computers on a network may be linked through cables, 

telephone lines, radio waves, satellites, or infrared light beams. 

Goals and Applications of networks:-  

Network goals:- The main goals of network as follows. Resource sharing:- This is the 

main aim of a computer network. It means to make all programs peripherals and data 

available to any one computer on the network to all other computers in the network 

without regard to the physical locations of them. Thus user at large distances can share 

the resources or can see data of a computer in the same way that a local user uses 

them. Another aspect of resource sharing is load sharing. That is if required, a job can 

be performed using various computers in network by portioning it which reduces time 

consumption and load both for a particular computer. High reliability:- A second goal 

is to provide high reliability by having alternative sources of supply. For example, all 

files could be replicated on two or three machines, so if one of them is Unavailable, 

the other copies could be available. Cost Reduction:- Another goal of networking is 

reduction of cost. Resource sharing automatically reduces cost and hence money can 

be saved. Improve Performance:- Another closely related goal is to increase the 

systems performance. The performance of a computer can be improved by adding one 

or more processors to it as the work load on it grows. For example if the system is full 

instead of replacing it buy a larger one at large expansive it is better to add more 

processors to it on less cost and less disruption to the user. Communication Medium:- 

Computer networks provide a powerful communication medium. A file that was 

updated/modified on a network can be seen by the other users on the network 

immediately.  

Network application:- Some of the network applications in different fields are the 

following.  
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2. Financial services 3. 

 Manufacturing. CAD, CAM etc. 

 4. Information services  

5. Cellular telephone  

6. Cable television  

7. Teleconferencing 8. EDI 9. E-mail etc. 



TYPES OF COMPUTER NETWORKS  

 

Generally, networks are distinguished based on their geographical span. A network 

can be as small as distance between your mobile phone and its Bluetooth headphone 

and as large as the internet itself, covering the whole geographical world.  

 

Personal Area Network  
A Personal Area Network (PAN) is smallest network which is very personal to a user. 

This may include Bluetooth enabled devices or infra-red enabled devices. PAN has 

connectivity range up to 10 meters. PAN may include wireless computer keyboard 

and mouse, Bluetooth enabled headphones, wireless printers, and TV remotes.  

For example, Piconet is Bluetooth-enabled Personal Area Network which may contain 

up to 8 devices connected together in a master-slave fashion.  

 
Local Area Network  
A computer network spanned inside a building and operated under single 

administrative system is generally termed as Local Area Network (LAN). Usually, 

LAN covers an organization offices, schools, colleges or universities. Number of 

systems connected in LAN may vary from as least as two to as much as 16 million. 

LAN provides a useful way of sharing the resources between end users. The resources 

such as printers, file servers, scanners, and internet are easily sharable among 

computers. 

 
 

 

 

Metropolitan Area Network  
The Metropolitan Area Network (MAN) generally expands throughout a city such as 

cable TV network. It can be in the form of Ethernet, Token-ring, ATM, or Fiber 

Distributed Data Interface (FDDI).  

Metro Ethernet is a service which is provided by ISPs. This service enables its users to 

expand their Local Area Networks. For example, MAN can help an organization to 

connect all of its offices in a city. Data Communication and Computer Network. 



 

 

Backbone of MAN is high-capacity and high-speed fiber optics. MAN works in 

between Local Area Network and Wide Area Network. MAN provides uplink for 

LANs to WANs or internet. 

 

 

Wide Area Network  
As the name suggests, the Wide Area Network (WAN) covers a wide area which may 

span across provinces and even a whole country. Generally, telecommunication 

networks are Wide Area Network. These networks provide connectivity to MANs and 

LANs. Since they are equipped with very high speed backbone, WANs use very 

expensive network equipment.  

 
Internetwork  
A network of networks is called an internetwork, or simply the internet. It is the 

largest network in existence on this planet. The internet hugely connects all WANs 

and it can have connection to LANs and Home networks. Internet uses TCP/IP 

protocol suite and uses IP as its addressing protocol. Present day, Internet is widely 

implemented using IPv4. Because of shortage of address spaces, it is gradually 

migrating from IPv4 to IPv6. 

Internet is widely deployed on World Wide Web services using HTML linked pages 

and is accessible by client software known as Web Browsers. When a user requests a 

page using some web browser located on some Web Server anywhere in the world, 

the Web Server responds with the proper HTML page. The communication delay is 

very low.  



Internet is serving many proposes and is involved in many aspects of life. Some of 

them are: 

 

 

 Web sites  

-mail  

 

 

 

 

 

 

 

 
 

COMPUTER NETWORK TOPOLOGIES  

 
A Network Topology is the arrangement with which computer systems or 

network devices are connected to each other. Topologies may define both 
physical and logical aspect of the network. Both logical and physical topologies 
could be same or different in a same network.  

 

There are seven basic types of physical topology: 

 Point-to-point topology 

 Bus (point-to-multipoint) topology 

 Star topology 

 Ring topology 

 Tree topology 

 Mesh topology 

 Hybrid topology 

 

Point-to-Point  
Point-to-point networks contains exactly two hosts such as computer, switches, 
routers, or servers connected back to back using a single piece of cable. Often, 

the receiving end of one host is connected to sending end of the other and vice 
versa.  If the hosts are connected point-to-point logically, then may have 

multiple intermediate devices. But the end hosts are unaware of underlying 
network and see each other as if they are connected directly.  

 



Bus Topology  
In case of Bus topology, all devices share single communication line or cable. 

Bus topology may have problem while multiple hosts sending data at the same 
time. Therefore, Bus topology either uses CSMA/CD technology or recognizes 

one host as Bus Master to solve the issue. It is one of the simple forms of 
networking where a failure of a device does not affect the other devices. But 

failure of the shared communication line can make all other devices stop 
functioning.  

 
 

 

Both ends of the shared channel have line terminator. The data is sent in 

only one direction and as soon as it reaches the extreme end, the 

terminator removes the data from the line.  

Star Topology  
All hosts in Star topology are connected to a central device, known as hub 
device, using a point-to-point connection. That is, there exists a point to point 

connection between hosts and hub. The hub device can be any of the following:  
-1 device such as hub or repeater  

-2 device such as switch or bridge  

-3 device such as router or gateway  

 



As in Bus topology, hub acts as single point of failure. If hub fails, 
connectivity of all hosts to all other hosts fails. Every communication 

between hosts takes place through only the hub. Star topology is not 
expensive as to connect one more host, only one cable is required and 

configuration is simple.  

Ring Topology  
In ring topology, each host machine connects to exactly two other machines, 
creating a circular network structure. When one host tries to communicate or 
send message to a host which is not adjacent to it, the data travels through all 

intermediate hosts. To connect one more host in the existing structure, the 
administrator may need only one more extra cable. 

 
Failure of any host results in failure of the whole ring. Thus, every 
connection in the ring is a point of failure. There are methods which 

employ one more backup ring 
 

 
 

 

Mesh Topology  
In this type of topology, a host is connected to one or multiple hosts. This topology 
has hosts in point-to-point connection with every other host or may also have 

hosts which are in point-to-point connection with few hosts only.  

 
Hosts in Mesh topology also work as relay for other hosts which do not have 

direct point-to-point links. Mesh technology comes into two types:  
Full Mesh: All hosts have a point-to-point connection to every other host in 

the network. Thus for every new host n(n-1)/2 connections are required. It 

provides the most reliable network structure among all network topologies.  

Partially Mesh: Not all hosts have point-to-point connection to every other 
host. Hosts connect to each other in some arbitrarily fashion. This topology 

exists where we need to provide reliability to some hosts out of all.  
 

Tree Topology  
Also known as Hierarchical Topology, this is the most common form of network 
topology in use presently. This topology imitates as extended Star topology and 

inherits properties of Bus topology.  



This topology divides the network into multiple levels/layers of network. Mainly 
in LANs, a network is bifurcated into three types of network devices. The 

lowermost is access-layer where computers are attached. The middle layer is 
known as distribution layer, which works as mediator between upper layer and 

lower layer. The highest layer is known as core layer, and is central point of the 
network, i.e. root of the tree from which all nodes fork.  

 
 

All neighboring hosts have point-to-point connection between them. Similar to the Bus topology, if 

the root goes down, then the entire network suffers even though it is not the single point of failure. 

Every connection serves as point of failure, failing of which divides the network into unreachable 

segment. 

Hybrid Topology  
 
A network structure whose design contains more than one topology is said to be 
hybrid topology. Hybrid topology inherits merits and demerits of all the 

incorporating topologies.  

 
 

 The above picture represents an arbitrarily hybrid topology. The 

combining topologies may contain attributes of Star, Ring, Bus, and Daisy-chain 

topologies. Most WANs are connected by means of Dual-Ring topology and 

networks connected to them are mostly Star topology networks. Internet is the 

best example of largest Hybrid topology 

 
 



OSI Model  
Open System Interconnect is an open standard for all communication 

systems. OSI model is established by International Standard Organization 

(ISO). The Open Systems Interconnection model (OSI model) is a 

conceptual model that characterises and standardises the communication functions of 

a telecommunication or computing system without regard to its underlying internal 

structure and technology. 

 

This model has seven layers:  

 
 

Application Layer: This layer is responsible for providing interface to the 
application user. This layer encompasses protocols which directly interact with 
the user.  

Presentation Layer: This layer defines how data in the native format of remote 
host should be presented in the native format of host.  

Session Layer: This layer maintains sessions between remote hosts. For 
example, once user/password authentication is done, the remote host maintains 
this session for a while and does not ask for authentication again in that time 

span.  
Transport Layer: This layer is responsible for end-to-end delivery between 

hosts.  



Network Layer: This layer is responsible for address assignment and uniquely 
addressing hosts in a network.  

Data Link Layer: This layer is responsible for reading and writing data from and 
onto the line. Link errors are detected at this layer.  

Physical Layer : This layer defines the hardware, cabling, wiring, power output, 
pulse rate etc 
 

Transmission Media 

In data communication terminology, a transmission medium is a physical path 
between the transmitter and the receiver i.e it is the channel through which data is 
sent from one place to another. Transmission Media is broadly classified into the 
following types: 

 

1. Guided Media: 
It is also referred to as Wired or Bounded transmission media. Signals being 
transmitted are directed and confined in a narrow pathway by using physical links. 

 

 

Features: 

 High Speed 
 Secure 
 Used for comparatively shorter distances 

There are 3 major types of Guided Media: 

(i) Twisted Pair Cable – 
It consists of 2 separately insulated conductor wires wound about each other. 
Generally, several such pairs are bundled together in a protective sheath. They are 
the most widely used Transmission Media. Twisted Pair is of two types: 



 
1. Unshielded Twisted Pair (UTP): 

This type of cable has the ability to block interference and does not depend on a 
physical shield for this purpose. It is used for telephonic applications. 

Advantages: 

 Least expensive 
 Easy to install 
 High speed capacity 

Disadvantages: 

 Susceptible to external interference 
 Lower capacity and performance in comparison to STP 
 Short distance transmission due to attenuation 

2. Shielded Twisted Pair (STP): 
This type of cable consists of a special jacket to block external interference. It is used 
in fast-data-rate Ethernet and in voice and data channels of telephone lines. 

Advantages: 

 Better performance at a higher data rate in comparison to UTP 
 Eliminates crosstalk 
 Comparitively faster 

Disadvantages: 

 Comparitively difficult to install and manufacture 
 More expensive 
 Bulky 

(ii) Coaxial Cable – 
It has an outer plastic covering containing 2 parallel conductors each having a 
separate insulated protection cover. Coaxial cable transmits information in two 
modes: Baseband mode(dedicated cable bandwidth) and Broadband mode(cable 
bandwidth is split into separate ranges). Cable TVs and analog television networks 
widely use Coaxial cables. 



 

 

Advantages: 

 High Bandwidth 
 Better noise Immunity 
 Easy to install and expand 
 Inexpensive 

Disadvantages: 

 Single cable failure can disrupt the entire network 

(iii) Optical Fibre Cable – 
It uses the concept of reflection of light through a core made up of glass or plastic. 
The core is surrounded by a less dense glass or plastic covering called the cladding. 
It is used for transmission of large volumes of data. 
Advantages: 

 

 Increased capacity and bandwidth 
 Light weight 
 Less signal attenuation 
 Immunity to electromagnetic interference 
 Resistance to corrosive materials 

Disadvantages: 



 Difficult to install and maintain 
 High cost 
 Fragile 
 unidirectional, ie, will need another fibre, if we need bidirectional communication 

2. Unguided Media: 
It is also referred to as Wireless or Unbounded transmission media.No physical 
medium is required for the transmission of electromagnetic signals. 
Features: 

 Signal is broadcasted through air 
 Less Secure 
 Used for larger distances 

There are 3 major types of Unguided Media: 

 

(i) Radiowaves – 
These are easy to generate and can penetrate through buildings. The sending and 
receiving antennas need not be aligned. Frequency Range:3KHz – 1GHz. AM and 
FM radios and cordless phones use Radiowaves for transmission. 
Further Categorized as (i) Terrestrial and (ii) Satellite. 

  

 

(ii) Microwaves – 
It is a line of sight transmission i.e. the sending and receiving antennas need to be 
properly aligned with each other. The distance covered by the signal is directly 
proportional to the height of the antenna. Frequency Range:1GHz – 300GHz. These 
are majorly used for mobile phone communication and television distribution. 

  
(iii) Infrared – 
Infrared waves are used for very short distance communication. They cannot 
penetrate through obstacles. This prevents interference between systems. 



Frequency Range:300GHz – 400THz. It is used in TV remotes, wireless mouse, 
keyboard, printer, etc. 

 
 

 

Switching  
Switching is a mechanism by which data/information sent from source towards 
destination which are not directly connected. Networks have interconnecting 
devices, which receives data from directly connected sources, stores data, 

analyze it and then forwards to the next interconnecting device closest to the 
destination.  
Switching can be categorized as: 

 

 

 

Switching is process to forward packets coming in from one port to a port 
leading towards the destination. When data comes on a port it is called ingress, 

and when data leaves a port or goes out it is called egress. A communication 
system may include number of switches and nodes. At broad level, switching can 
be divided into two major categories:  

Connectionless: The data is forwarded on behalf of forwarding tables. No 
previous handshaking is required and acknowledgements are optional.  

Connection Oriented: Before switching data to be forwarded to destination, 

there is a need to pre-establish circuit along the path between both endpoints. 
Data is then forwarded on that circuit. After the transfer is completed, circuits 

can be kept for future use or can be turned down immediately.  
 

Circuit Switching  
When two nodes communicate with each other over a dedicated communication 
path, it is called circuit switching. There is a need of pre-specified route from 



which data travels and no other data is permitted. In circuit switching to transfer 
the data, circuit must be established so that the data transfer can take place.  

Circuits can be permanent or temporary. Applications which use circuit switching 
may have to go through three phases:  

 
Establish a circuit  

 
 the circuit  

 
Circuit switching was designed for voice applications. Telephone is the 

best suitable example of circuit switching. Before a user can make a call, a 

virtual path between caller and callee is established over the network 

Message Switching  
This technique was somewhere in middle of circuit switching and packet 

switching. In message switching, the whole message is treated as a data unit 
and is switching / transferred in its entirety.  

A switch working on message switching, first receives the whole message and 
buffers it until there are resources available to transfer it to the next hop. If the 
next hop is not having enough resource to accommodate large size message, the 

message is stored and switch waits. 

 



This technique was considered substitute to circuit switching. As in circuit 
switching the whole path is blocked for two entities only. Message switching is 

replaced by packet switching. Message switching has the following drawbacks:  
 

message.  

-and-forward technique and waits included until resources are 

available, message switching is very slow.  

essage switching was not a solution for streaming media and real-time 
applications.  

 

Packet Switching  
Shortcomings of message switching gave birth to an idea of packet switching. 

The entire message is broken down into smaller chunks called packets. The 
switching information is added in the header of each packet and transmitted 

independently.  
It is easier for intermediate networking devices to store small size packets and 
they do not take much resources either on carrier path or in the internal 

memory of switches.  

 
Packet switching enhances line efficiency as packets from multiple 

applications can be multiplexed over the carrier. The internet uses packet 

switching technique. Packet switching enables the user to differentiate data 

streams based on priorities. Packets are stored and forwarded according to their 

priority to provide quality of service. 

 


